
 

 
RESOLUTION NO.  014-2013  -  APPROVAL OF GREATER TOMPKINS COUNTY MUNICIPAL 

HEALTH INSURANCE CONSORTIUM PRIVACY POLICY 

 MOVED by Mr. Thayer, seconded by Ms. Drake, and unanimously adopted by voice vote by 
members present. 

 WHEREAS, the New York State Department of Financial Services Audit determined that the 
Greater Tompkins County Municipal Health Insurance Consortium needed to develop and implement a 
Privacy Policy, and 

 WHEREAS, the purpose of a Privacy Policy is to inform members how medical information may 
be used and disclosed and how they can get access to information, and  

 WHEREAS, the Audit Committee has discussed, developed and recommended a draft Privacy 
Policy for consideration by the Board of Directors, now therefore be it 

 RESOLVED, That the Board of Directors hereby adopts the attached Privacy Policy,  

 RESOLVED, further, That the Policy will be made available on the Consortium website. 

* * * * * * * * 
 
 
 
 
 

STATE OF NEW YORK     ) 
                                     ) ss: 

COUNTY OF  TOMPKINS ) 
 
 I hereby certify that the foregoing is a true and correct transcript of a motion adopted by 
the Greater Tompkins County Municipal Health Insurance Consortium on December 19, 2013. 

 



 

 

  

 

Notice of Privacy Practices 

THIS NOTICE DESCRIBES HOW MEDICAL INFORMATION ABOUT YOU MAY BE 

USED 
AND DISCLOSED AND HOW YOU CAN GET ACCESS TO THIS INFORMATION. 

 

PLEASE REVIEW CAREFULLY. 

We understand that personal and health information about you is personal.  We are committed to 
safeguarding your personal and protected health information (PHI.)  PHI is any information that can identify you 
as an individual and your past, present or future physical or mental health condition. 
 
This policy supports your health plans need to collect information and the right of the individual to privacy.  It 
ensures that the health plan can collect personal and health information necessary for its functions, while 
recognizing the right of the individuals to have their information handled in ways that they would reasonably expect 
and in ways that protect the privacy of their personal and health information. We are required by law to maintain the 
privacy of your protected health information and to provide you with this notice of privacy practices. We also are 
required to abide by the privacy policies and practices that are outlined in this notice.   

Use and Disclosures- Personal and health information is collected and used for the following purposes: 
We will not disclose PHI to an unauthorized person not involved in your care or treatment, unless we are 
required or permitted to do so by law.    
 
Treatment: Your health information may be used by Greater Tompkins County Municipal Health Insurance 
Consortium (GTCMHIC) or disclosed to other organizations for the purpose of evaluating your health, diagnosing 
medical conditions, and providing treatment. For example, results of laboratory tests and procedures will be 
available in your medical record to all organizations who may provide treatment or who may be consulted by 
GTCMHIC representatives. 
 
Payment: Your health information may be used to seek payment from your health plan, from other sources of 
coverage such as an automobile insurer, or from credit card companies that you may use to pay for services. For 
example, your health plan may request and receive information on dates of service, the services provided, and the 
medical condition being treated.  
 
Health care operations: Your health information may be used as necessary to support the day-to-day activities 
and management of GTCMHIC. For example, information on the services you received may be used to support 
budgeting and financial reporting, and activities to evaluate and promote quality. 
 
Business Associates:  Your personal and health information may be disclosed to business associates 
independent of our business with which we contract.  However, we will only make such disclosures if we have 
received satisfactory assurances that the business associate will properly safeguard your privacy and the 
confidentiality of your PHI. For example, we may contract with a company to consult to us regarding the health plan.  
 
Law enforcement: Your health information may be disclosed to law enforcement agencies, without your 
permission, to support government audits and inspections, to facilitate law-enforcement investigations, and to 
comply with government mandated reporting. 
Public health reporting:  Your health information may be disclosed to public health agencies as required by law. 
For example, we are required to report certain communicable diseases to the state's public health department. 
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Other uses and disclosures require your authorization: Disclosure of your health information or its use for any 
purpose other than those listed above requires your specific written authorization. If you change your mind after 
authorizing a use or disclosure of your information you may submit a written revocation of the authorization. 
However, your decision to revoke the authorization will not affect or undo any use or disclosure of information that 
occurred before you notified us of your decision. 

 
Information about treatments: Your health information may be used to send you information on the treatment 
and management of your medical condition that you may find to be of interest. We may also send you information 
describing other health-related goods and service that we believe may interest you. 

Individual Rights 
You have certain rights under the federal privacy standards. These include: 

 The right to request-restrictions-on-the-use and-disclosure-of-your-protected-health-information. 

 The right to receive confidential communication's concerning your medical condition and treatment. 

 The right to inspect and copy your protected health information. 

 The right to amend or submit corrections to your protected health information. 

 The right to receive an accounting of how and to whom your protected health information has been 
disclosed. 

 The right to receive a printed copy of this notice. 

GTCMHIC: We are required by law to maintain the privacy of your protected health information and to provide you 
with this notice of privacy practices. We also are required to abide by the privacy policies and practices that are 
outlined in this notice. 

 
Right to Revise Privacy Practices: As permitted by law, we reserve the right to amend or modify our privacy 
policies and practices. These changes in our policies and practices may be required by changes in federal and state 
laws and regulations. Whatever the reason for these revisions, we will provide you with a revised notice. The 
revised policies and practices will be applied to all protected health information that we maintain. 

 
Requests to Inspect Protected Health Information: As permitted by federal regulation, we require that requests to 
inspect or copy protected health information be submitted in writing. You may obtain a form to request access to 
your records by contacting the Privacy Official. 

 
Complaints: If you would like to submit a comment or complaint about our privacy practices, you can do 
so by sending a letter outlining your concerns to the Privacy Official.  If you believe that your privacy rights 
have been violated, you should call the matter to our attention by sending a letter describing the cause of your 
concern to the same address.  You will not be penalized or otherwise retaliated against for filing a 
complaint.  
 
Contact Person:   You can receive further information concerning our privacy practices by contacting: 

 
Privacy Official 

e-mail: consortiumprivacy@tompkins-co.org 
GTCMHIC 

125 East Court Street 
Ithaca, NY 14850 

607-274-5590 
607-274-5558 (fax) 

 
This Notice is effective on or after January 1, 2014. 

 

 


